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(57) ABSTRACT

The present disclosure relates to processing computer docu-
ments. According to one aspect, a method for locating an
electronic document may include acquiring a source docu-
ment of a target document to be located, wherein the target
document has a sending-receiving relation with the source
document. Metadata information of the source document
may be extracted. The extracted metadata information may be
packaged to generate a link to the source document, the link
being used for locating the target document. According to an
example method and the system, it may be possible to directly
and automatically locate the target document having a send-
ing-receiving relation with a source document based on a link
to the source document containing metadata information
without manually analyzing and extracting the related infor-
mation on the source document or changing the existing
access right to the source document and the target document.
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LOCATING ELECTRONIC DOCUMENTS

RELATED APPLICATIONS

This application is based on and claims the benefit of
priority from Chinese Patent Application 201210019585.2,
filed on Jan. 21, 2012, the entire disclosure of which is incor-
porated herein by reference.

BACKGROUND

The present disclosure relates to the technology of process-
ing computer documents, and more specifically, to a technol-
ogy of locating a document during the process of document
processing with sending/receiving operations.

Currently, people can send and receive a document by
various ways. Typical ways for sending/receiving documents
include for example an email system, an instant messaging
tool, and etc. Taking the email as an example, every email sent
can be understood as an electronic document. In many cases,
the sender of a mail needs to discuss with the receiver of the
email about the content of the email sent previously, and thus
the receiver of the email needs to acquire and open the email
he received. At this point, the sender of the email has to
manually inform the receiver of the email of such information
of the email as the subject, the sending time and so on, for
example by telephone or an instant messaging tool, in order
that the receiver of the email manually look for the email in
his inbox and open it. During this process, the sender of the
email has to manually read the emails having been sent, to
look for and record such information as the subject, the send-
ing time and so on of the email, and the receiver of the email
also needs to manually look for the email corresponding to the
specific subject tile and the sending time in the inbox accord-
ing to the information provided by the sender of the email,
which is time-consuming and labor-intensive, and not conve-
nient for both the email sending and receiving parties to fast
locate the corresponding email sent and received.

There exists a technical solution of providing a document
in the form of link. According to this technical solution, it is
possible to expedite locating or opening a document pointed
to by a link by clicking the link to the document. However,
such a link is only a direct location link, which records the
information of the location or address where a document is
located. However, for the sender of a document, typically he
has no access to the computer of the receiver of the document,
and the receiver of the document has no access to the com-
puter of the sender of the document either. Especially in the
context of the email, an email sender has a completely difter-
ent access right from the email receiver, therefore, even
though the sender provides the location link to a sent email,
the email receiver cannot open the sent email in the outbox of
the sender pointed to by the link, nor can the email receiver
open the corresponding email in the inbox of the receiver by
using the link.

SUMMARY

According to one aspect of the present disclosure, there is
provided a method for locating an electronic document, com-
prising acquiring the source document of a target document to
be located, wherein the target document has a sending-receiv-
ing relation with the source document. The method may also
include extracting metadata information of the source docu-
ment. The method may further include packaging the
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extracted metadata information to generate a link to the
source document, the link being used for locating the target
document.

According to one embodiment of the present disclosure,
the document may include an email. The metadata informa-
tion may include one or more of the following information: an
email subject, an email sender, an email receiver, a sending
time, a receiving time, and an email ID.

According to another aspect of the present disclosure, there
is provided a method for locating an electronic document,
comprising acquiring a link to the source document, wherein
the link to the source document is generated by packaging
metadata information of the source document. The method
may also include parsing the acquired link to extract the
metadata information of the source information contained in
the link. The method may further include locating the target
document having a sending-receiving relation with the source
document by using the extracted metadata information.

According to yet another aspect of the present disclosure,
there is provided a system for locating a document, compris-
ing a metadata information acquiring device configured to
extract metadata information contained in a source document.
The system may also include a link generating device con-
figured to package the metadata information contained in the
source document to generate a link to the source document.
The system may also include a link parsing device configured
to receive the link to the source document and to parse the
received link to extract the metadata information contained in
the received link. The system may further include a document
locating device configured to locate the target document hav-
ing a sending-receiving relation with the source document by
using the extracted metadata information contained in the
link to the source document.

According to a method and/or a system of the present
disclosure, it may be possible to directly and automatically
locate a target document having the sending-receiving rela-
tion with a source document based on a link containing meta-
data information to the source document without manually
analyzing and extracting the related information on the
source document or changing the existing access right to the
source document and the target document.

BRIEF DESCRIPTION OF THE SEVERAL
VIEWS OF THE DRAWINGS

Through the more detailed description of some embodi-
ments of the present disclosure in the accompanying draw-
ings, the above and other targets, features and advantages of
the present disclosure will become more apparent, wherein
the same reference generally refers to the same components
in the embodiments of the present disclosure.

FIG. 1 illustrates a block diagram of an exemplary com-
puting system 100 suitable for realizing an implementation of
the present disclosure;

FIG. 2 illustrates a flowchart of a method for locating
electronic documents according to an embodiment of the
present disclosure;

FIG. 3 illustrates a flowchart of a method for locating
electronic documents according to another embodiment of
the present disclosure;

FIGS. 4A-4C illustrate instances of the methods of FIG. 2
and FIG. 3 by taking a particular email as an example; and

FIG. 5 illustrates a block diagram of a system for locating
electronic documents according to an embodiment of the
present disclosure.

DETAILED DESCRIPTION

In the following, the methods and systems for locating
electronic documents provided by the present disclosure will
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be described in detail by way of example embodiments with
the reference to the accompanying drawings.

According to one possible aspect, the present disclosure
may allow automatically locating a target document having a
sending-receiving relation with a source document without
manually analyzing and extracting the information related to
the source document. According to another possible aspect,
the present disclosure may provide a method and a system
that may automatically locate a target document having a
sending-receiving relation with a source document by a link
which is not based on location. Further, according to yet
another possible aspect, the present disclosure may facilitate
locating electronic documents, which have sending-receiving
relations with each other, without influencing the existing
document access right.

As will be appreciated by one skilled in the art, aspects of
the present disclosure may be embodied as a system, method
or computer program product. Accordingly, aspects of the
present invention may take the form of an entirely hardware
embodiment, an entirely software embodiment (including
firmware, resident software, micro-code, etc.) or an embodi-
ment combining software and hardware aspects that may all
generally be referred to herein as a “circuit,” “module” or
“system.” Furthermore, aspects of the present disclosure may
take the form of a computer program product embodied in one
or more computer readable medium(s) having computer read-
able program code embodied thereon.

Any combination of one or more computer readable medi-
um(s) may be utilized. The computer readable medium may
be a computer readable signal medium or a computer read-
able storage medium. A computer readable storage medium
may be, for example, but is not limited to, an electronic,
magnetic, optical, electromagnetic, infrared, or semiconduc-
tor system, apparatus, or device, or any suitable combination
of the foregoing. More specific examples (a non-exhaustive
list) of the computer readable storage medium may include
the following: an electrical connection having one or more
wires, a portable computer diskette, a hard disk, a random
access memory (RAM), aread-only memory (ROM), an eras-
able programmable read-only memory (EPROM or Flash
memory), an optical fiber, a portable compact disc read-only
memory (CD-ROM), an optical storage device, a magnetic
storage device, or any suitable combination of the foregoing.
In the context of this document, a computer readable storage
medium may be any tangible medium that can contain, or
store a program for use by or in connection with an instruction
execution system, apparatus, or device.

A computer readable signal medium may include a propa-
gated data signal with computer readable program code
embodied therein, for example, in baseband or as part of a
carrier wave. Such a propagated signal may take any of a
variety of forms, including, but not limited to, electro-mag-
netic, optical, or any suitable combination thereof. A com-
puter readable signal medium may be any computer readable
medium that is not a computer readable storage medium and
that can communicate, propagate, or transport a program for
use by or in connection with an instruction execution system,
apparatus, or device.

Program code embodied on a computer readable medium
may be transmitted using any appropriate medium, including
but not limited to wireless, wireline, optical fiber cable, RF,
etc., or any suitable combination of the foregoing.

Computer program code for carrying out operations for
aspects of the present disclosure may be written in any com-
bination of one or more programming languages, including a
target oriented programming language such as Java, Small-
talk, C++ or the like and conventional procedural program-
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4

ming languages, such as the “C” programming language or
similar programming languages. The program code may
execute entirely on the user’s computer, partly on the user’s
computer, as a stand-alone software package, partly on the
user’s computer and partly on a remote computer or entirely
on the remote computer or server. In the latter scenario, the
remote computer may be connected to the user’s computer
through any type of network, including a local area network
(LAN) or a wide area network (WAN), or the connection may
be made to an external computer (for example, through the
Internet using an Internet Service Provider).

Aspects of the present disclosure are described below with
reference to flowchart illustrations and/or block diagrams of
methods, apparatus (systems) and computer program prod-
ucts according to embodiments of the disclosure. It will be
understood that each block of the flowchart illustrations and/
or block diagrams, and combinations of blocks in the flow-
chart illustrations and/or block diagrams, can be imple-
mented by computer program instructions. These computer
program instructions may be provided to a processor of a
general purpose computer, special purpose computer, or other
programmable data processing apparatus to produce a
machine, such that the instructions, which execute via the
processor of the computer or other programmable data pro-
cessing apparatus, create means for implementing the func-
tions/acts specified in the flowchart and/or block diagram
block or blocks.

These computer program instructions may also be stored in
a computer readable medium that can direct a computer, other
programmable data processing apparatus, or other devices to
function in a particular manner, such that the instructions
stored in the computer readable medium produce an article of
manufacture including instructions which implement the
function/act specified in the flowchart and/or block diagram
block or blocks.

The computer program instructions may also be loaded
onto a computer, other programmable data processing appa-
ratus, or other devices to cause a series of operational steps to
be performed on the computer, other programmable appara-
tus or other devices to produce a computer implemented
process such that the instructions which execute on the com-
puter or other programmable apparatus provide processes for
implementing the functions/acts specified in the flowchart
and/or block diagram block or blocks.

With reference now to FIG. 1. FIG. 1 shows an example
computer system 100 which is applicable to implement the
embodiments of the present disclosure. As shown in FIG. 1,
the computer system 100 may include: CPU (Central Process
Unit) 101, RAM (Random Access Memory) 102, ROM (Read
Only Memory) 103, System Bus 104, Hard Drive Controller
105, Keyboard Controller 106, Serial Interface Controller
107, Parallel Interface Controller 108, Display Controller
109, Hard Drive 110, Keyboard 111, Serial Peripheral Equip-
ment 112, Parallel Peripheral Equipment 113 and Display
114. Among above devices, CPU 101, RAM 102, ROM 103,
Hard Drive Controller 105, Keyboard Controller 106, Serial
Interface Controller 107, Parallel Interface Controller 108
and Display Controller 109 may be coupled to the System Bus
104. Hard Drive 110 may be coupled to Hard Drive Controller
105. Keyboard 111 is coupled to Keyboard Controller 106.
Serial Peripheral Equipment 112 may be coupled to Serial
Interface Controller 107. Parallel Peripheral Equipment 113
may be coupled to Parallel Interface Controller 108. Display
114 may be coupled to Display Controller 109. It should be
understood that the structure as shown in FIG. 1 is only for the
exemplary purpose rather than any limitation to the present
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disclosure. In some cases, some devices may be added to or
removed from the computer system 100 based on specific
situations.

FIG. 2 illustrates a flowchart of a method for locating
electronic documents according to an embodiment of the
present disclosure. Before beginning to describe FIG. 2, in the
context of the present disclosure, the term “document” may
refer to an electronic document unless otherwise specified,
i.e. a document may embody any data format which can be
read, or accessed, or processed by a computer. The electronic
document may include but is not limited to a text document,
an email, an instant message, an image data file, an audio/
video data file, program code, and so on.

As shown in FIG. 2, at block 201, the source document of
atarget document to be located may be acquired, wherein the
target document may have a sending-receiving relation with
the source document. It is noted that “source document” and
“target document” are relative concepts and may generally
refer to documents having a sending-receiving relation with
each other. That is to say, if the source document is the
document sent out, for example an email that has been sent,
the target document having the sending-receiving relation
therewith may include the corresponding email received by
the receiver. Whereas, if the source document is the document
received, the target document having the sending-receiving
relation therewith may include the corresponding document
sent out by the sender. It is also noted that “the source docu-
ment of an target document to be located is acquired” in block
201 should not be understood in a narrow sense as that the
target document must be determined first and then the source
document of the target document is acquired. In fact, since the
target document may have the sending-receiving relation
with the source document, it may be possible to determine the
source document directly, and the target document corre-
sponding to the source document may be the document
needed to be located. For example, the email user John has
sent an email A to the email user Tom, and the corresponding
email received by Tom is A'. Now John hopes to discuss with
Tom about the related content of the email A, thus John may
wish to let Tom locate the corresponding email A' received by
him based on the email A. In this case, the email A is the
source document, and the email A' is the target document.

It should also be noted that there may be various bases upon
which the sending-receiving relation may be established, for
example, sending/receiving documents through email sys-
tems, sending/receiving documents through instant messag-
ing systems, sending/receiving documents through specific
file transfer software, relaying through tangible storage
medium such as U disk and removable magnetic disk or the
like, and downloading or transmitting through intangible
medium such as internet, etc.

As shown in FIG. 2, at block 202 metadata information of
the source document may be extracted. According to an
embodiment of the present disclosure, the metadata informa-
tion may include one or more of the following information: a
document subject, a document size, a document building
time, a document modification time, a document sending
time, and a document receiving time. The specified metadata
information may be extracted from the electronic document
accordingly to any generally known manner, and will, there-
fore, not be described here.

According to an example embodiment of the present dis-
closure, the document may include an email, and the meta-
data information therein may include one or more of the
following information: an email subject, an email sender, an
email receiver, a sending time, a receiving time, and an email
D.
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According to another embodiment of the present disclo-
sure, the document may include an image data file, and the
metadata information therein may include one or more of the
following information: an image subject, an image format, an
image size, an image sending time, and an image receiving
time.

According to another embodiment of the present disclo-
sure, the document may include an instant message, and the
metadata information therein may include one or more of the
following information: a message sender, a message receiver,
a message sending time, and the first word of the message.

According to another embodiment of the present disclo-
sure, the document may include an audio data file, and the
metadata information therein may include one or more of the
following information: an audio file subject, an audio format,
an audio size, an audio sending time, and an audio receiving
time.

At block 203, the extracted metadata information may be
packaged to generate a link to the source document for locat-
ing the target document. According to an embodiment of the
present disclosure, packaging the extracted metadata infor-
mation to generate a link to the source document may include
combining the extracted metadata information according to a
specified link format, and encrypting the combined metadata
information to generate the link to the source document.

It is to be pointed out that a specific format or order on
which the metadata information extracted in block 202 and in
which the extracted metadata is combined may be based on, at
least in part, different link formats specified. For example, a
specified link format may define the number of the combined
metadata information, the preferred kind of the metadata
information, and the preferred arrangement order. Many
pieces of metadata information of the source document may
be extracted in block 202, however, in the packaging at block
203, part of the metadata information may filtered out in
accordance with a specified link format. The concept of the
present disclosure can be embodied in any packaging fashion
of metadata information or any specified link format.

It is also to be pointed out that encrypting the combined
metadata information is not a necessary step to implement the
concept of the present disclosure. At block 203, encryption
may not be a required process, rather all the metadata infor-
mation extracted at block 202 may be simply arranged in
order, so as to generate the link to the source document.

The reason why the link to the source document generated
at block 203 can be used to locate the target document may be
that although the link to the source document may be gener-
ated based on the metadata information of the source docu-
ment, the metadata information of the source document may
identify some features of the source document itself, rather
than only the feature of the location where the source docu-
ment is stored, therefore it may be possible to locate the target
document having the sending-receiving relation with the
source document based on these features of the source docu-
ment itself.

According to an embodiment of the present disclosure, the
link being used for locating the target document may include
the link being used for locating the target document by the
counterparty of the source document. According to another
embodiment of the present disclosure, the counterparty may
have access right to the target document, but may not have
access right to the source document. If the source document is
the document received, the counterparty of the source docu-
ment may be the sender of the document. Contrarily, if the
source document is the document sent, the counterpart of the
source document may be the receiver of the document. There-
fore, in many cases, the counterparty of the source document
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may have access right to the target document only, but may
not have access right to the source document. Also taking
email as an example, if the source document is the sent email
in the sender’s outbox, the counterparty of the source docu-
ment may be the receiver. Obviously, typically the receiver
may not get direct access to the sent email in the sender’s
outbox; instead, he may only be able to access the target email
received in the inbox of the receiver. However, it is under-
stood by those skilled in the art that it is not necessary for the
present disclosure that the counterparty has access right to the
target document but no access right to the source document.
Even though the counterparty has access right to both the
source document and the target document, the concept of the
present disclosure still applies that the link not based on
location may be provided while the link to the metadata
information based on the content feature of the document,
accordingly it may be possible to locate the target document
by retrieving, rather than locate the source document by
directly pointing to its location.

It can be seen from the above description that, with the
method shown in FIG. 2, the generated link may contain the
metadata information of the source document, and may be
used to locate the target document having the sending-receiv-
ing relation with the source document. During this process, it
may not be necessary to manually analyze and extract the
related information on the source document, and it may not be
necessary to change the existing access right to the source
document and the target document either. The link generated
with the method shown in FIG. 2 may not be a link based on
location.

FIG. 3 illustrates a flowchart of a method for locating
electronic documents according to another embodiment of
the present disclosure. As shown in FIG. 3, at block 301, alink
to the source document may be acquired, wherein the link to
the source document may be generated by packaging the
metadata information of the source document. According to
an embodiment of the present disclosure, the acquired link to
the source document may originate from the owner of the
source document. For example, the owner of the source docu-
ment may send the link to the source document to the coun-
terparty of the source document by an instant messaging tool
or an email tool or the like. If the counterparty clicks the link,
the system may acquire the link to the source document upon
receiving the click operation of the counterparty. According
to an embodiment of the present disclosure, the metadata
information may include one or more of the following infor-
mation: a document subject, a document size, a document
building time, a document modification time, a document
sending time, and a document receiving time. According to
another embodiment of the present disclosure, the document
may include an email, and the metadata information therein
may include one or more of the following information: an
email subject, an email sender, an email receiver, a sending
time, a receiving time, and an email ID.

It is noted that, within the context of the present disclosure,
as long as a link to a source document is acquired, it may fall
into the scope of the method for locating electronic docu-
ments shown in FIG. 3, no matter how the metadata informa-
tion of the source document is packaged or how the above-
mentioned metadata information ofthe source document may
be acquired.

Atblock 302, the acquired link may be parsed to extract the
metadata information of the source document contained in
the link. In particular, according to an embodiment of the
present disclosure, parsing the acquired link to extract the
metadata information of the source document contained in
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the link may include decrypting the acquired link, and
extracting the metadata information contained in the
decrypted link.

However, it should be understood decrypting the acquired
link may not be necessary. Whether decrypting is needed may
depend on whether an encrypting is included in the process of
generating the link to the source document. If the link to the
source document is generated by arranging the metadata
information of the source document together, parsing the
acquired link may include separating the metadata informa-
tion arranged together from each other and extracting them.
And, since the link to the source document acquired at block
301 may be generated by packaging the metadata information
of'the source document, parsing the acquired link and extract-
ing the metadata information contained in the link may be
generally accomplished consistent with known techniques.

At block 303, the target document having the sending-
receiving relation with the source document may be located
by means of the extracted metadata information. Although the
link to the source document may be generated based on the
metadata information of the source document, the metadata
information of the source document may identify some fea-
tures of the source document itself, rather than identifying
only the feature of the position where the source document is
stored; therefore it may be possible to locate the target docu-
ments having the sending-receiving relation with the source
documents based on these features of the source document
itself.

In particular, according to an embodiment of the present
disclosure, locating the target document having the sending-
receiving relation with the source document by means of the
extracted metadata information may include using the
extracted metadata information as key words, and retrieving
the target document in the document storage of the counter-
party of the source document, wherein the counterparty may
have access right to the target document but may not have
access right to the source document. Since the metadata infor-
mation of the source document may identify some features of
the source document itself and the source document may have
the sending-receiving relation with the target document (their
content is the same), the related features, i.e. the metadata
information, of the source document and the target document
may be the same. For example, the subject of a sent email of
an email sender is usually the same as that of the correspond-
ing email in the inbox of the receiver, the size of the sent email
is generally the same as that of its corresponding email
received, and the sending and receiving time are usually the
same as well if the delay of the server is not considered. Such
a nature may exist not only in the email system, but also in all
electronic documents having the sending-receiving relation
with each other.

As understood by those skilled in the art, techniques to
retrieve a document in a corresponding set of documents
using key words are generally known, and will not be dis-
cussed here again.

It should be understood that the method shown in FIG. 2
may include a process of generating a link to the source
document for locating the target document at the source docu-
ment side, and the method shown in FIG. 3 may include a
process of locating the target document using the generated
link to the source document at the target document side.

The description is made next in conjunction with a specific
embodiment shown in FIGS. 4A to 4C. FIGS. 4A to 4C
illustrate an instance of the method shown in FIG. 2 and FIG.
3 taking a specific email as an example.

FIG. 4A illustrates an instance of the metadata information
of'a source document, i.e. the email having been sent. As can
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be seen in the example of FIG. 4A, the sender is
sender@aa.com, the receiver is receiver@aa.com, the email
subject is “A Method of Link to Other’s Mail”, the sending
time is 2012-01-09 10:59:00, and the mail system is Amail. It
is possible to combine the metadata information into the
format shown in FIG. 4B using the metadata information of
this sent email. Further, the text format shown in FIG. 4B may
be encrypted as the link shown in FIG. 4C. Then, the sender
“sender” can send the link shown in FIG. 4C to the receiver
“receiver”. The receiver “receiver” clicks the link shown in
FIG. 4C, and then the system may parse the link by first
decrypting the link into the link as shown in FIG. 4B. Subse-
quently, the metadata information in the decrypted link
shown in FIG. 4B may be extracted, as shown in FIG. 4A.
Finally, retrieval may be made in the inbox of the receiver
“receiver” by using the extracted metadata information as key
words so as to automatically locate the received email (i.e.,
the target document) corresponding to the sent email (the
source document).

Although FIGS. 4A to 4C illustrate an instance of the
methods shown in FIG. 2 and FIG. 3 taking the email as an
example, it should be understood by those skilled in the art
that for any other electronic documents having the sending-
receiving relation with each other, it is possible to locate the
electronic documents based on the same technical concept.

It should also be noted that although the sender and
receiver shown in FIG. 4 both belong to the same email
domain name “aa.com”, it is also possible to locate the docu-
ments by using the concept of the present disclosure even
though the sender and receiver belong to different email
domain names. The field “Amail” at the head of the instance
of'the link shown in FIG. 4, i.e., the name for identifying the
email system, may adopt different parsing methods according
to different names of the email systems during the process of
parsing links, and the link formats specified by respective
email systems may be known publically.

FIG. 5 illustrates a block diagram of a system for locating
electronic documents according to an embodiment of the
present disclosure. The example system shown in FIG. 5 is
denoted with system 500 in total. In particular, the system 500
may include a metadata information acquiring device 501 that
may be configured to extract the metadata information con-
tained in a source document; a link generating device 502 that
may be configured to package the metadata information con-
tained in the source document to generate a link to the source
document; a link parsing device 503 that may be configured to
receive the link to the source document and to parse the
received link to extract the metadata information contained in
the link received; and a document locating device 504 that
may be configured to locate the target document having the
sending-receiving relation with the source document by using
the extracted metadata information contained in the link to the
source document. It should be understood by those skilled in
the art that the metadata information acquiring device 501 and
the link generating device 502 may implement processes that
may generally correspond to the blocks 202 and 203 of the
method shown in FIG. 2, and the link parsing device 503 and
the document locating device 504 may implement processes
that may generally correspond to the blocks 302 and 303 of
the method shown in FIG. 3 respectively. It is to be under-
stood that that block 201 shown in FIG. 2 and block 301
shown in FIG. 3 have not been illustrated to include directly
corresponding devices in the system 500, which, however, is
only for the sake of simplicity. For example, system 500 may
include devices generally configured to perform the function-
ality described with respect to block 201 and/or block 301.
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The flowchart and block diagrams in the Figures illustrate
the architecture, functionality, and operation of possible
implementations of systems, methods and computer program
products according to various embodiments of the present
disclosure. In this regard, each block in the flowchart or block
diagrams may represent a module, segment, or portion of
code, which comprises one or more executable instructions
for implementing the specified logical function(s). It should
also be noted that, in some alternative implementations, the
functions noted in the block may occur out of the order noted
in the figures. For example, two blocks shown in succession
may, in fact, be executed substantially concurrently, or the
blocks may sometimes be executed in the reverse order,
depending upon the functionality involved. It will also be
noted that each block of the block diagrams and/or flowchart
illustration, and combinations of blocks in the block diagrams
and/or flowchart illustration, can be implemented by special
purpose hardware-based systems that perform the specified
functions or acts, or combinations of special purpose hard-
ware and computer instructions.

The descriptions of the various embodiments ofthe present
disclosure have been presented for purposes of illustration,
but are not intended to be exhaustive or limited to the embodi-
ments disclosed. Many modifications and variations will be
apparent to those of ordinary skill in the art without departing
from the scope and spirit of the described embodiments. The
terminology used herein was chosen to best explain the prin-
ciples of the embodiments, the practical application or tech-
nical improvement over technologies found in the market-
place, or to enable others of ordinary skill in the art to
understand the embodiments disclosed herein.

What is claimed is:

1. A computer-implemented method for locating an elec-
tronic document, comprising:

acquiring, by a computing device, a source document of a
unique target document to be located, wherein the
unique target document has a sending-receiving relation
with the source document;

extracting, by the computing device, metadata information
of the source document;

packaging, by the computing device, the extracted meta-
data information based upon, at least in part, a specified
link format, wherein the specified link format includes a
preferred arrangement order of packaging the extracted
metadata information;

encrypting the packaged metadata information to generate
alink to uniquely identify the source document from the
packaged and extracted metadata information of the
source document;

decrypting the link, extracting the metadata information
contained in the decrypted link; and

locating the unique target document corresponding to the
source document using the link, wherein the unique
target document is located via key words based upon, at
least in part, the extracted metadata information and
having a sending-receiving relation with the source
document.

2. The computer-implemented method according to claim

1, wherein the metadata information comprises at least one of
the following information:

a document subject, a document size, a document building
time, a document modification time, a document send-
ing time, and a document receiving time.

3. The computer-implemented method according to claim

1, wherein the electronic document is an email, and the meta-
data information comprises one or more of the following
information:



US 9,244,918 B2

11

an email subject, an email sender, an email receiver, a
sending time, a receiving time, and an email ID.

4. The computer-implemented method according to claim

1, wherein the link being used for locating the target docu-
ment comprises:

alink being used for a counterparty of the source document
to retrieve the target document by taking the metadata
information contained in the link as key words.

5. The computer-implemented method according to claim

4, wherein the counterparty has access right to the target
document, but no access right to the source document.

6. A computer-implemented method for locating an elec-

tronic document, comprising:

generating, by a computing device, a link to uniquely iden-
tify a source document by packaging metadata informa-
tion of the source document based upon, at least in part,
a specified link format, wherein the specified link format
includes a preferred arrangement order of packaging the
metadata information;

acquiring, by the computing device, the link to the source
document;

parsing, by the computing device, the link to extract the
metadata information of the source document contained
in the link, wherein the computing device decrypt the
acquired link and

extract the metadata
decrypted link; and

locating, by the computing device, a unique target docu-
ment corresponding to the source document having a
sending-receiving relation with the source document by
using the extracted metadata information of the source
document, wherein the unique target document is
located via key words based upon, at least in part, the
extracted metadata information.

7. The computer-implemented method according to claim

6, wherein the metadata information comprises one or more
of the following information:

a document subject, a document size, a document building
time, a document modification time, a document send-
ing time, and a document receiving time.

8. The computer-implemented method according to claim

6, wherein the document is an email, and the metadata infor-
mation includes one or more of the following information:
an email subject, an email sender, an email receiver, an
email sending time, an email receiving time, and an
email ID.
9. The computer-implemented method according to claim
6, wherein locating the target document having the sending-
receiving relation with the source document by using the
extracted metadata information comprises:

retrieving the target document in a document storage of a
counterparty of the source document by taking the
extracted metadata information as key words.

information contained in the
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10. The computer-implemented method according to claim
9, wherein the counterparty has access right to the target
document, but no access right to the source document.

11. A system for locating a document, the system compris-
ing:

one or more memory; and

a hardware processor coupled to the memory;

a metadata information acquiring device configured to
extract metadata information contained in a source
document;

a link generating device configured to package the meta-
data information contained in the source document
based upon, at least in part, a specified link format, and
to generate a link to uniquely identify the source docu-
ment, wherein the specified link format includes a pre-
ferred arrangement order of packaging the metadata
information;

a link parsing device configured to receive the link to the
source document and to decrypt the link to extract the
metadata information of the source document contained
in the decrypted link;

a document locating device configured to locate a unique
target document corresponding to the source document
having a sending-receiving relation with the source
document by using the extracted metadata information
of the source document contained in the link to the
source document as key words.

12. The system according to claim 11, wherein the meta-
data information comprises one or more of the following
information:

a document subject, a document size, a document building
time, a document sending time, a document receiving
time, and a document modification time.

13. The system according to claim 11, wherein the docu-
ment is an email, and the metadata information includes one
or more of the following information:

an email subject, an email sender, an email receiver, an
email sending time, and an email receiving time.

14. The system according to claim 1, wherein the link

generating device is configured to:

combine the extracted metadata information according to
the specified link format; and encrypt the combined
metadata information to generate the link to the source
document.

15. The system according to claim 11, wherein the docu-
ment locating device is configured to retrieve the target docu-
ment having the sending-receiving relation with the source
document in a document storage of a counterparty of the
source document by taking the extracted metadata informa-
tion as key words.

16. The system according to claim 15, wherein the coun-
terparty has access right to the target document, but no access
right to the source document.
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